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INCIDENTS WE WORKED ON

Most
0 Common 3 20 44 3 0
Severe Incidents E-Mail Fraud Unauthorized Vulnerabilities

Access

INCIDENTS

Got a CyberIncident? Q4 777 4003
We are here to help! incident@aecert.ae

ATTACKS WE STOPPED Types of Attacks
Malware
69,209 Exploit

Total Attempts

Trending Attacks

Want to be
Up-to-Date

CVE-2020-14386
CVE-2020-5135
CVE-2020-16898
CVE-2019-0708
CVE-2019-19781

On the latest

Cyber Attacks? Follow us
@aeCERT

LI

Through penetration testing,

We discovered 3 4 Vulnerability assessment and &

vulnerabilities proactive bug hunting

Want to test
the security level
of your application?

Contact us
info@aecert.ae

468

Awareness Sessions
Attendees

Training Courses %

Request an awareness session or join the next training course through www.aecert.ae /

Raising
Awareness
and Building
Capabilities

About aeCERT

The Computer Emergency Response Team (aeCERT) was established by
Resolution 5/89 of 2008 issued by the Ministerial Council for Services.

B E Rglg Er?wn;rpguetfcry The team was established to improve practices of information security,
esponse
et I R and protect the IT infrastructure in the UAE from risks and violations, in

conformity with the TRA strategy that aims at supporting and ensuring a

safer cyberspace for the residents of the UAE.




